In order to provide access to resources that use https, your EZproxy server must be configured with an SSL certificate.

You may remove HJ lines for the URLs of resources to which you do not subscribe; however, leaving them in the stanza will do no harm.

Access to any collection must begin at the collection URL, so you must construct starting point URLs to the individual resources. For example, to send users to Empire Online, use a starting point URL similar to the following:

A Hosted EZproxy Include File is available for this resource. Hosted EZproxy customers will receive automatic updates with OCLC’s latest version of this stanza. Note: Hosted EZproxy customers in the Americas using self-service may reference the Include File by adding the following line to config.txt:

```plaintext
IncludeFile databases/amdigital.txt
```